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In your business/company you may want to restrict some of the functionality (like transferring cash 
register amount, payment to supplier or may be all the functionality except billing) to your 
employee. 

In this document you will see how to give access rights (or) restrict access of some functionality for 
employees. 

Follow the steps below to restrict access of functionalities for employees in HDPOS smart: 

1. Run HDPOS smart and click on Set-Up. 

 
 

2. From the 1st page of Set-Up, click Access Rights. 

 

How to give access rights to employees in HDPOS 

smart? 
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3. In Manage Access Rights window all the Employee logins and the functionalities are listed. 

 
 

4. You can also import and export Access Rights: 

 You can export and Import the template which includes Login Groups, Computer 

Groups and Functionality.  

 You can export and Import the Access Right data which includes Login Groups, 
Computer Groups, computers, Functionality and Restricted functionalities to the 

logins.  
5. Select the functionality which you want to restrict to the employee and drag it over the 

employee login.(here I am restricting Access to Set-Up button to the employee)  

 
Note:  You cannot restrict access of any functionality to HDAdmin login as it is a Super User. 
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6. This will add the selected functionality to that employee login and it will be displayed at the 
bottom of the screen as shown above. (By default the access will be 1) 

 
 

7. Right click on the selected functionality and click on Do Not Allow Access (This will make 
access as 0). 

 
 

 
 

8. Now when that employee logs into HDPOS smart with their user ID and password, they 

won’t be able to see those functionalities for which you restricted the access. 

 

 

 

Note: When you set the access rights, the changes will only apply after you restart the application. 


